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Single Sign-On
Single Sign-On (SSO) allows users to access Stormboard with their existing corporate logins! 
Usernames and passwords are validated internally using the preexisting logins rather than 

having to create a separate username and password for Stormboard.

BENEFITS OF SINGLE SIGN-ON

Leverage existing 
investment

Many companies use a central LDAP 

database to manage user identities. You 

can delegate Stormboard authentication 

to this system. Then when users are 

removed from the LDAP system, they 

can no longer access Stormboard. Users 

who leave the company automatically 

lose access to company data after their 

departure.

Reduce administrative 
costs

With SSO, users memorize a single 

password to access network resources, 

external apps, and Stormboard. When 

accessing Stormboard from inside the 

corporate network, users log in seamlessly 

and aren’t prompted for a username or 

password. When accessing Stormboard 

from outside the corporate network, the 

users’ corporate network login works 

to log them in. With fewer passwords to 

manage, system admins receive fewer 

requests to reset forgotten passwords.

Save time

With SSO, users memorize a single 

password to access network resources, 

On average, users take 5–20 seconds 

to log in to an online app. It can take 

longer if they mistype their username or 

password and are prompted to reenter 

them. With SSO in place, manually logging 

in to Stormboard is avoided. These saved 

seconds reduce frustration and add up to 

increased productivity.

Increased security

All password policies that you’ve 

established for your corporate network 

are in effect with Stormboard. Sending an 

authentication credential that’s only valid 

for a single time also increases security for 

users who have access to sensitive data.

Quick user adoption

Due to the convenience of not having 

to log in users are more likely to use 

Stormboard regularly.




